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It was a loud and crashing 
warning shot: On Feb. 7, 2019, 
Facebook’s business model 

came under harsh criticism from 
the Bundeskartellamt, Germa-
ny’s Federal Cartel Office, which 
argued that the online giant was 
abusing its market position by 
collecting and exploiting the data 
of its users on a large scale. The 
antitrust office ordered Facebook 
to undergo an internal divestiture, 
meaning that the company would 
have to gain the explicit consent of 
its users when seeking to collect 
and link user data from its own 
suite of services as well as from 
third-party websites.

Facebook reacted immediately, 
announcing that it would contest 
the decision of the anti-monop-
oly office. This is not a surprising 
move considering that the restric-
tions would throw a big wrench 
into Mark Zuckerberg’s plans for 
the future. 

Just a few days earlier, the 
34-year-old Facebook founder 
had announced plans to unify the 
technical infrastructure of its mes-
saging platforms – WhatsApp, Ins-
tagram and Facebook Messenger 
– by the year 2020. This would 
result in the world’s largest social 
network comprising around 2.5 
billion people, that is, roughly one-
third of the global population.

Zuckerberg is thereby pursuing 
one goal above all: these intercon-
nected services will serve to fur-
ther enlarge his wealth of data. At 
the same time, Facebook would 
be well-poised to finally take on 
a monopoly position; indeed, 
according to the cartel office, 
Facebook enjoys a market share 
of roughly 95 percent in Germany.

Elsewhere, former competi-
tor Google+ has just thrown in 
the towel, and YouTube, Twit-
ter, Snapchat, LinkedIn and Xing 
cannot match Facebook. In other 
words, if users want to interact 
with one another online, they will 
hardly be able to get past Zucker-
berg’s digital ecosystem.

Still, Facebook isn’t the only digi-
tal powerhouse in the European 
market. Google covers 90 per-
cent of the search engine market, 
and Amazon already commands 
nearly two-thirds of the online 
book trade.

The “platform capitalism” (Nick 
Srnicek) of these digital giants 
has its greatest impact on tradi-

tional sectors. For example, taken 
together, Facebook and Google 
draw more than 60 percent of 
global online advertising revenue. 
Traditional media companies 
suffer in a particular way under 
this regime, as they are dependent 
on digital platforms in two fun-
damental ways: not only do the 
giants consume a large piece of the 
advertising cake, they also act as 
gatekeepers, given that a majority 
of online media users reach their 

desired services via search engines 
and social media networks.

In addition, social networks and 
chat services have almost inevi-
tably become monopolies. The 
winner-takes-all dynamic of the 
market, combined with the risk 
involved with switching to an 
underdog when everyone else 
is already using WhatsApp, for 
example, explains this tendency.

The fact that policymakers and 
public authorities have come to 

the point where they no longer 
want to stand by and watch this 
development play out has much 
to do with the growing number 
of scandals associated with these 
otherwise invincible giants. In the 
past year alone, it was Facebook 
above all others that was forced 
to admit to massive security gaps, 
data leaks and targeted disinfor-
mation campaigns in a rapid suc-
cession of what felt like monthly 
incidents. 

Last March’s Cambridge Ana-
lytica scandal, which revealed 
that the company had, over sev-
eral years, illegally extracted the 
profile data of almost 90 million 
Facebook users and used it for tar-
geted election campaign advertis-
ing – including the US presidential 
election in November 2016 and the 
Brexit referendum in June of that 
same year – marked a watershed 
moment.

These revelations shocked insti-
tutions and the public into action. 
European governments and the 
European Commission are now 
acting in a twofold manner to 
counter the misuse of data – first, 
by introducing stricter data pro-
tection measures, and second, by 
enforcing stricter monitoring and 
regulation of hate speech and fake 
news in social media.

In this regard, the adoption of 
the General Data Protection Reg-
ulation (GDPR) marked a mile-
stone. The GDPR, which has been 
in force throughout Europe since 
May 2018, harmonizes the rules 
governing the processing of per-
sonal data by private companies 
and public authorities. It is ulti-
mately designed to give consum-
ers more control over the use of 
their personal information. 

In response to the GDPR, Face-
book, Google and comparable 
companies grudgingly accepted 
the stricter regulations, while 
nevertheless doing their best to 
circumvent them. For example, 
Facebook formulated the adjusted 
user settings for its network in a 
deliberately misleading manner. 
Now, when its users seek to pro-
tect their private sphere, a warning 
pops up telling them that this will 
limit considerably their use of the 
network.

It is clear that these digital plat-
forms need to realize that they 
cannot get away with such meth-
ods. In early January, France’s data 
protection authority – making use 
of the GDPR for the first time – 
slapped Google with a record fine 

of €50 million. The data watchdog 
called Google out for not suffi-
ciently informing its users of how 
Google uses their data internally. 
It also charged Google with fail-
ing to provide users the effective 
means to consent to their data 
being used for advertising pur-
poses

Google’s parent company, 
Alphabet, which generated a 
turnover of roughly €120 billion 
in 2017, will pay the fine from 
its stash of petty cash. Still, the 
resolute action undertaken by the 
French data protection authority 
shows that the days of “anything 
goes” are finally over.

This new approach is proving 
to be important, not least in view 
of the coming European elec-
tions on May 26 and the overall 
battle against fake news. Young 
people, in particular, now get their 
news updates on social networks; 
but, unfortunately, not all of the 
reports distributed on those net-
works are credible. In fact, accord-
ing to a recent poll taken by the 
Vodafone Foundation, young 
people are exposed to fake news 
and hate speech at least once a 
week; with as much as one-fifth 
of them being exposed to these 
things on a daily basis. 

Facebook, Twitter, Mozilla, 
Google and YouTube have ensured 
the European Commission of 
their willingness to take targeted 
action against misinformation, 
machine-aided propaganda cam-
paigns and covert political adver-
tising. In return, at least for the 
time being, the EU has agreed 
to refrain from any further legal 
requirements and new regulations.

And yet it remains obvious that 
nothing much has been achieved 
in the past several months. In late 
January, the European Commis-
sion criticized the ongoing lack 
of transparency with regard to 
the identification and labeling of 
political advertising. The emphatic 
demand coming from Brussels 
is that Facebook, in particular, 
should be obliged to do more to 
detect false information within its 
network and work together with 
fact checkers. 

The European Commissioner 
for the Security Union, Sir Julian 
King, also announced that a public 
“alarm system” should be in place 
by March 2019 that would allow 
member states, companies and 
users to report suspected fake 
news items. Facebook, mean-
while, announced that – starting 

in late March – it would attach a 
disclaimer to any political adver-
tising within its network and pro-
vide information as to who paid 
for each ad. 

But the Commission clearly 
has little faith in this pledge. In 
the run-up to the European elec-
tions, it will be monitoring the 
progress made by online services 
every month; and then, toward the 
end of the year, a comprehensive 
report will be issued on the state 
of affairs. If the results are not sat-
isfactory, the European Commis-
sion might finally take its gloves 
off and launch a number of legisla-
tive initiatives.

However, even though more 
decisive action on the part of 
political bodies is long overdue 
and would be most welcome, 
both Berlin and Brussels would 
do well to think beyond a policy 
of mere restrictions. In the long-
standing debate over these digital 
giants, activists for data protec-
tion and civil rights have repeat-
edly raised the demand for a 
European alternative – in par-
ticular to Facebook and Google. 
One potential model might be the 
public service broadcasters that 
exist in most European states. In a 
manner similar to these, it would 
be possible to finance an alterna-
tive social network by means of 
fees or taxes, while also equipping 
it with a democratic administra-
tion. Such a body would not have 
to be profit-oriented, which, in 
turn, would render ads – and thus 
also commercial espionage target-
ing users – superfluous. Instead, 
a service such as this could score 
major points with regard to data 
protection, transparency and user 
sovereignty.

Incidentally, the startup financ-
ing for such an endeavor could 
even be provided by Facebook 
and Google themselves. They 
would merely have to fulfill their 
social responsibility in Europe 
and finally be obliged to pay an 
appropriate level of taxes, instead 
of moving most of their profits 
into tax havens. However, for that 
to happen, these digital giants will 
most likely have to hear many 
more loud and crashing warning 
shots.
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It was 2006, and Columbus, 
Mississippi, was where it was 
all supposed to get started. 

EADS co-CEO Tom Enders him-
self came to open a new helicop-
ter assembly plant. His company 
had just won a contract to build 
several hundred aircraft for the 
US Army. The UH-72A Lakota, 
the military version of the EC145, 
was supposed to serve in a vari-
ety of roles – executive trans-
port, search and rescue as well 
as troop deployment, where fea-
sible.

Most importantly, EADS (now 
Airbus) hoped the contract would 
mark a watershed moment for its 
business in the United States. Its 
market share in civil air transport 
was well below the world aver-
age, as US airline fleets continued 
to be dominated by Boeing. And 
the European manufacturer was 
barely present in the world’s larg-
est defense market. Things could 
only improve.

Thirteen years later, as Enders 
prepares to retire as Airbus CEO, 
results are mixed. The Lakotas 
continue to be built in Columbus, 
but only at about half the peak 
rate achieved in 2011. The backlog 
of orders is enough to keep the 
production line busy for another 
two years or so, but then new 
business will be needed.

In addition to the Lakota, Airbus 
had hoped to be engaged in build-
ing aerial refueling tankers for 
the US Air Force. The company 
invested in an engineering center 
in Mobile, Alabama, and prepared 
for Airbus A330-based tankers to 
be built at the site as it bid for a 
large contract in 2008.

A look at Mobile today reveals 
the harsh business realities. There 
is no sign of A330s at Brookley 
Field Airport. After having ini-
tially won the tanker contest, 
Boeing protested, and after some 
extended back-and-forth, the 
US manufacturer is now build-
ing the KC-46 tankers for the US 
military. Airbus dominates the 
non-US tanker market with the 
A330 MRTT (multi-role tanker 
transport), but the world’s (by far) 
largest air force continues to fly 
Boeing aircraft exclusively.

However, Mobile is also a symbol 
of success. Earlier this year, Airbus 
broke ground for a large new 
hangar to be used for final assem-
bly of the A220. Formerly known 
as the Bombardier C Series, Airbus 
took majority control of the 
100-to-150-seat aircraft in 2018.

Boeing tried to persuade the US 
government to impose import tar-
iffs on the aircraft, arguing it ben-
efited from massive Canadian gov-
ernment support, which prompted 
the decision by Airbus to move 
A220 assembly inside the US and 
supply US airlines from the Mobile 

facility. Airbus went ahead with 
the investment anyway, and the 
Boeing initiative ultimately failed. 
The first locally built A220 is to 
be delivered in 2020, and capacity 
will eventually ramp up to four 
aircraft per month.

The A220 program, long over-
shadowed by doubts about its true 
market potential, could become 
an important – and perhaps the 
most important – driver of Airbus’ 
growth in the US market. Delta 
Air Lines has already received 
delivery of its first four A220s and 
began using them as part of their 
fleet in early February. Delta’s first 
scheduled A220 flight took off 
from New York-La Guardia and 
landed at Boston-Logan. The air-
line has ordered an additional 86 
A220s to replace part of its aging 
narrowbody fleet. Next in line is 
JetBlue, which bought 60 A220-
300s to replace the Embraer 190. 
Moreover, airline investor David 
Neeleman, who founded JetBlue 
among other carriers, is using 
another 60 A220s to start up a 
new US-based airline, preliminar-
ily called Moxy.

The A220 facility complements 
an existing production site for the 
larger A320 family. Airbus opened 
the final assembly line in late 2015 
and delivered the first aircraft to 
JetBlue Airways in April 2016. 
Mobile has delivered four A320 
family jets per month since late 
2017. According to Airbus Ameri-

cas Chairman and CEO Jeff Knit-
tel, further growth is just around 
the corner.

With all the major orders 
being filled in Mobile, Airbus is 
now facing the challenge of fill-
ing capacity at the original Bom-
bardier site it took over last year 
at Montréal–Mirabel Interna-
tional Airport. Workers there are 
increasingly concerned that the 
center of gravity is shifting too far 
south to the bulk of the market – 
despite Air Canada’s large order 
of 45 A220s.

Enders has tried to alleviate 
these concerns by saying Canada 
is now considered to be Airbus’ 
fifth home country, in addition 
to Germany, France, the UK and 
Spain. Involvement in the sector is 
to include cooperation with local 
aerospace suppliers and universi-

ties. But it will be a long process, 
the success of which will hinge 
on the ability of Airbus to imple-
ment a financial turn-around of 
the A220 program. 

Bombardier was unable to suc-
ceed, in part because suppliers 
were able to use the perceived risk 
in what had earlier looked to be a 
marginal program to secure highly 
profitable deals. Airbus has only 
just begun talks to alter the unfa-
vorable contracts; the extent to 
which it can drive down costs is 
still unclear.

Over in the US, Airbus managers 
hope for another chance with the 
military. The US Air Force is pon-
dering how to meet the demands 
of the new US National Defense 
Strategy, which foresees the addi-
tion of at least 14 tanker squad-
rons by 2030. A squadron typi-

cally comprises at least 12 tank-
ers, which means 168 new aircraft 
would be required over the next 11 
years, none of which are covered 
by any existing contracts.

Consequently, Airbus announced 
in December that it teamed up 
with Lockheed Martin “to exam-
ine a broad spectrum of opportu-
nities.” Most importantly for the 
short term, Airbus could deliver 
the A330 MRTT while Lockheed 
contributed its system integration 
skills and lobbying clout in Wash-
ington, D.C., in another round of 
the US tanker competition. “Lock-
heed would have been our favorite 
partner ten years ago,” Enders said. 
“And I don’t understand why the 
world’s largest air force still does 
not fly the world’s most capable 
tanker.”

It will likely take years before 
more clarity can be reached on 
a potentially massive order. But 
once it is there, and the Airbus-
Lockheed venture prevails in 
part or in full, it is likely to be 
the Mobile site at Brookley Field 
that again will benefit. Airbus has 
ensured that there is enough land 
available for it to build another 
hangar for work on the A330. Just 
in case.
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Up in the air
Airbus has had mixed success in North America, but its hopes are still flying high
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Heavy duty: The first French Air Force multi-role tanker transport MRTT A330 

Anti-social 
media

European policymakers are 
looking to punish data misuse and 

foster more internet competition
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